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Cyble and Wipro Forge Alliance to Offer AI-Driven Cybersecurity Risk 
Management Solutions  

 
ATLANTA, Georgia | BENGALURU, India – August 08, 2024 — Cyble, a pioneer in AI-
powered threat intelligence, today announced a partnership with Wipro Limited (NYSE: WIT, BSE: 
507685, NSE: WIPRO), a leading technology services and consulting company, to enhance 
enterprise cybersecurity risk management through AI-driven threat intelligence solutions. The 
partnership brings together Cyble's patented artificial intelligence (AI) systems and automation 
capabilities with Wipro’s global security and compliance expertise to provide security teams with 
deeper insights and enable more informed decision-making.  
 
The collaboration integrates Cyble’s AI and machine learning-driven platforms into Wipro’s 
cybersecurity risk frameworks to provide real-time threat intelligence, proactive attack surface 
management and comprehensive risk assessments that can fortify businesses against advanced 
cyber threats. Cyble and Wipro’s integration also enhances capabilities in Dark Web monitoring 
and brand protection, ensuring early threat detection with more effective responses.  
 
"The co-development between Wipro and Cyble goes beyond simply expanding our technical 
capabilities,” said Tony Buffomante, Senior Vice President & Global Head – Cybersecurity 
& Risk Services, Wipro Limited. “In this age of continuous disruption, enterprises must stay 
several steps ahead of the bad actors by implementing robust and automated threat detection 
platforms. Cyble’s leadership in AI and automation perfectly complements the deep 
understanding of today’s risk and compliance challenges that Wipro’s expert Cybersecurists bring 
to the table. This reaffirms our commitment to secure the modern enterprise in a constantly 
evolving cybersecurity and regulatory landscape.”    
 
Beenu Arora, Chief Executive Officer of Cyble, echoed Buffomante’s sentiment, stating, 
"Wipro's decision to utilize Cyble's threat intelligence platform highlights the importance of 
proactive cybersecurity measures in today's digital landscape. Together, we are committed to 
delivering unparalleled threat intelligence and mitigation capabilities to global enterprises. Our 
advanced solutions offer brand monitoring and detection, data breach monitoring and cyber threat 
intelligence that empower organizations to stay ahead of evolving cyber threats."   
  
Dipesh Ranjan, Chief Partner Officer at Cyble, emphasized the significance of the partnership, 
stating, "By combining Wipro's global reach and Cyble's expertise in threat intelligence, we are 
well-positioned to provide unparalleled protection to enterprises worldwide."   
  
Cyble has recently gained significant market recognition. Frost & Sullivan named Cyble as 
Innovation Leader in the Frost Radar™: Cyber Threat Intelligence 2024. Gartner included Cyble 
in two Hype Cycles™ for DRPS category, Forrester recognized Cyble in its ASM Landscape 2024 
report, and G2 highlighted Cyble as a leader in the Dark Web Monitoring Providers grid. These 
accolades underscore Cyble’s leadership and innovative capabilities in the cybersecurity domain.  
 
The announcement comes on the heels of Wipro's recent recognition as Cyble's Global System 
Integrator (GSI) Partner of the Year.  
For more information on the Cyble/Wipro partnership, visit wipro.com/partner-ecosystem/cyble  
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About Cyble   
Cyble, a trailblazer in Cyber Threat Intelligence, is committed to democratizing Dark Web Threat 
Intelligence through advanced AI and Machine Learning solutions. Recognized as one of the 
most sought-after workplaces, Cyble’s culture fosters innovation, collaboration, and professional 
growth. With a proven track record in delivering cutting-edge research and proactive monitoring, 
Cyble stands at the forefront of the cybersecurity landscape. Headquartered in Atlanta, Georgia, 
and with a global presence spanning Australia, Malaysia, Singapore, Dubai, Saudi Arabia, and 
India, Cyble is the trusted authority empowering organizations to proactively combat evolving 
cyber threats.   
 
About Wipro Limited 
Wipro Limited (NYSE: WIT, BSE: 507685, NSE: WIPRO) is a leading technology services and 
consulting company focused on building innovative solutions that address clients’ most complex 
digital transformation needs. Leveraging our holistic portfolio of capabilities in consulting, design, 
engineering, and operations, we help clients realize their boldest ambitions and build future-ready, 
sustainable businesses. With over 230,000 employees and business partners across 65 
countries, we deliver on the promise of helping our customers, colleagues, and communities thrive 
in an ever-changing world. For additional information, visit us at www.wipro.com. 
 
Media Contact: 
Cyble Inc  
enquiries@cyble.com  
Ph : +1 888 673 2067 

Wipro Limited 
media-relations@wipro.com 
 
Forward-Looking Statements 
The forward-looking statements contained herein represent Wipro’s beliefs regarding future events, many 
of which are by their nature, inherently uncertain and outside Wipro’s control. Such statements include, but 
are not limited to, statements regarding Wipro’s growth prospects, its future financial operating results, and 
its plans, expectations and intentions. Wipro cautions readers that the forward-looking statements 
contained herein are subject to risks and uncertainties that could cause actual results to differ materially 
from the results anticipated by such statements. Such risks and uncertainties include, but are not limited 
to, risks and uncertainties regarding fluctuations in our earnings, revenue and profits, our ability to generate 
and manage growth, complete proposed corporate actions, intense competition in IT services, our ability to 
maintain our cost advantage, wage increases in India, our ability to attract and retain highly skilled 
professionals, time and cost overruns on fixed-price, fixed-time frame contracts, client concentration, 
restrictions on immigration, our ability to manage our international operations, reduced demand for 
technology in our key focus areas, disruptions in telecommunication networks, our ability to successfully 
complete and integrate potential acquisitions, liability for damages on our service contracts, the success 
of  the companies in which we make strategic investments, withdrawal of fiscal governmental incentives, 
political instability, war, legal restrictions on raising capital or acquiring companies outside India, 
unauthorized use of our intellectual property and general economic conditions affecting our business and 
industry. The conditions caused by the COVID-19 pandemic could decrease technology spending, 
adversely affect demand for our products, affect the rate of customer spending and could adversely affect 
our customers’ ability or willingness to purchase our offerings, delay prospective customers’ purchasing 
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decisions, adversely impact our ability to provide on-site consulting services and our inability to deliver our 
customers or delay the provisioning of our offerings, all of which could adversely affect our future sales, 
operating results and overall financial performance. Our operations may also be negatively affected by a 
range of external factors related to the COVID-19 pandemic that are not within our control. Additional risks 
that could affect our future operating results are more fully described in our filings with the United States 
Securities and Exchange Commission, including, but not limited to, Annual Reports on Form 20-F. These 
filings are available at www.sec.gov. We may, from time to time, make additional written and oral forward-
looking statements, including statements contained in the company’s filings with the Securities and 
Exchange Commission and our reports to shareholders. We do not undertake to update any forward-looking 
statement that may be made from time to time by us or on our behalf. 
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